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Abstract 

In recent years, the Web has become one of the major vectors for transmitting malware and computer 

viruses. As a response, nations around the world have established Computer Emergency Response 

Teams with the purpose of countering the next generation of cyber threats. One such solution is for 

CERTs to pro-actively scan the Web for vulnerabilities and notify the right persons before malicious 

users could exploit the vulnerable application. Another solution is to search the Web for compromised 

and vulnerable applications and take appropriate actions, such as sending simple notifications to 

application’s owner. Either way, continuously scanning of the Web is a complex task which requires 

a reliable architecture. In this paper we propose a data-centric architecture, with focus on a distributed 

streaming processing system. We will define a virtual process bus as a group of data channels where 

a process can take its input from a specific channel and write the result to an output set of channels. 
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